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Maritime accident statistics reveal that ship collisions are among the most frequent and severe accidents. 

The same statistics indicate that most of them are caused by human error, mainly due to breaches of the 

International Regulations for Preventing Collisions at Sea (COLREGs) and to the lack of 

communication between ships. There are also special situations where there is some ambiguity in the 

application of the COLREGs. In such occasions, and if there is no communication between the ships 

involved, compliance with the Rules may still end up in a collision. This article presents the 

development of safety functions for the reduction of ship-to-ship collision risk on the high seas. These 

functions will help the concerned ships in the coordinated compliance with the COLREGs. Functional 

safety standards are applied and, in their implementation, real, accessible electronic programmable 

systems (hardware and software) will be used. 
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1. INTRODUCTION. According to the Annual Overview of Marine Casualties and Incidents 

published by the European Maritime Safety Agency (EMSA, 2016), during the period 2011-

2015 a total of 8,533 casualties involving a ship were recorded. Collisions represent 18% of 

these and are second on the list of accidents with the most serious consequences. The same 

source indicates that 62% of the accidental events analysed were attributed to human error.  

     Various reviews of statistical data and analyses of maritime accidents (Primorac and 

Parunov, 2016; Eliopoulou et al., 2016; Luo and Shin, 2016; Goerlandt and Montewka, 2015) 

have been published in recent years. Among them, several analyses of the origins of collisions, 

such as those using Fault Tree Analysis (FTA) (Uğurlu et al., 2013), Human Factors Analysis 

and Classification System (Chauvin et al., 2013), or Bayesian Network model (Sotiralis et al., 

2016) approaches. These analyses show that most collisions are due to wrong decision-making 

originated mainly by International Regulations for Preventing Collisions at Sea (COLREGs) 

(1972) violations and by the lack of inter-ship communication. It therefore seems appropriate 

to develop a collision avoidance system from the perspective of the Officer Of the Watch 

(OOW). 

     Functional safety standards provide requirements and approaches applicable to the 

implementation of systems (hardware + software) used to reduce the probability of accidents 

or failures. Functional safety is a term introduced in the series of standards by the International 

Electrotechnical Commission (IEC) as part of IEC 61508 (2010) "Functional safety of 



 
 

Electrical/Electronic/Programmable Electronic (E/E/PE) safety-related systems". This refers to 

the part of the overall safety of a system where its components or subsystems, with safety 

implications, respond adequately to any external input including human errors, hardware and 

software failures and environmental changes. This standard is generic and applicable to any 

sector. Two more specific standards derive from IEC 61508: IEC 62061 (2005) “Safety of 

machinery”, and IEC 61511 (2016) "Safety instrumented systems for the process industry 

sector". Activities in the process industries share many of the risks that can be found on board 

ships (Vairo et al., 2017; Aven, 2017; Kosmowski, 2006). 

     The use of these standards as the basis for the development of safety functions to reduce the 

risk of collision is compatible with the Formal Safety Assessment (FSA, 2014; Montewka et 

al., 2014), introduced by the International Maritime Organization (IMO) as a methodology 

aimed at improving maritime safety through the use of risk analysis and cost-benefit 

assessment. Functional safety techniques are applicable more specifically in step 3 of the FSA 

(risk control options).  

     The safety functions presented in this article are implemented by a safety-related 

Programmable Electronic (PE) system which will provide the OOW with information for the 

reduction of ship-to-ship collision risk on the high seas. This information includes detection, 

determination of the rules to be applied according to the COLREGs (1972), communication 

between both vessels through standardised messages and recognition of agreements or possible 

disagreements. Several collision analyses (such as those performed in Ever-Alexandra, 2015; 

Florida-Chou Shan, 2014; Hibiscus-Hyundai, 2013; Katre-Statengracht, 2014; Spring-

Josephine 2013) show the relevance of these information parameters. 

     Safety functions are intended to reduce the risks of the Equipment Under Control (EUC) 

with respect to specific dangerous events. In our case, the EUC is the set of ships, and the main 

hazardous event occurs when the calculated Closest Point of Approach (CPA) between the own 

ship and another ship is less than a safety distance, and the Time to CPA (TCPA) is less than 

the predefined time. At any rate, the system to be developed should alter neither the normal 

operation of the EUC, nor other implemented safety measures. 

     Depending on the measured or received static data (ship type) and dynamic data (position, 

heading, navigation status, etc), the PE system of each ship shall:  

 calculate the distance, bearing (clockwise angle between North and the target observed 

from the ship), CPA and TCPA relative to each nearby ship (target); 

 determine the manoeuvres to be made based on COLREGs to reduce the risk of collision; 

 keep the OOW informed.  

PE systems of the ships involved shall also:  

 communicate with each other safely, sending and receiving calculated manoeuvring data 

and OOW indications; 

 compare their results and  

 reach agreements or specify the disagreements.  

     Figure 1 is a schematic representation of the system for reducing the risk of collision 

between two ships, being Vessel_O, the own ship and Vessel_Ti, one of the targets. 

     Some of the topics outlined in this introductory section will be further developed. The rest 

of the paper is organised as follows. Section 2 summarises general aspects of functional safety 

regulations and justifies their use in this proposal. Section 3 describes the structure of the 

specific E/E/PE system and communications between PE components. Section 4 presents the 

specifications of the safety functions and the safety requirements to be fulfilled by the PE 

system. Section 5 presents some details about their implementation and Section 6 summarises 

the main conclusions.  

 



 
 

 
Figure 1. Diagram of implementation of safety functions for reducing the risk of collision.  

 

2. FUNCTIONAL SAFETY REGULATIONS 

     2.1. IEC 61508. This standard establishes an approach for all activities related to the safety 

life cycle of systems that include E/E/PE elements used to perform safety functions. 

     To narrow down the meaning of some of the safety-related terms used throughout this 

article, some definitions are provided below:  

 Safety function: A function performed by a safety-related E/E/PE system, or by another risk 

reduction measure, which is intended to achieve or maintain a safe state of the EUC with 

respect to a specific hazardous event.  

 Safety Integrity (SI): Probability that a safety-related E/E/PE system performs satisfactorily 

the required safety functions in all specified conditions over a specified period of time. 

 Safety Integrity Level (SIL): Discrete level (values 1, 2, 3 or 4) corresponding to the range 

of safety integrity values. It is related to the risk reduction factor that a safety function can 

provide. SIL 4 represents a Risk Reduction Factor (RRF) in the range 104 < RRF < 105. 

SIL 1, an RRF in the range 101 < RRF < 102. 

 Safety-related system: A system that implements the safety functions required to achieve 

or maintain a safe state of the EUC and that is also expected to achieve, either by itself or 

with other E/E/PE systems, and other risk reduction measures, the safety integrity required 

for the safety functions. It may be designed to avoid a dangerous event (lowering the 

probability of occurrence to admissible levels), or to mitigate its effects.  A safety-related 

system comprises everything (hardware, software and human elements) necessary to carry 

out one or more safety functions. It can be part of the control system or can implement 

safety functions with separate, independent systems.  

    The IEC 61508 (IEC, 2010) standard is generic and applicable to any sector. It sets the 

requirements to ensure that E/E/PE systems are designed, implemented, operated and 

maintained to provide the required SIL. In this paper, IEC 61508 is used as a guide of good 

practices applicable in the implementation of the system (hardware + software) that is proposed 

to reduce the risk of collisions.  

     The requirements for achieving safety integrity of E/E/PE systems include the use of 

validated hardware subsystems and software elements, with restricted and specified 

functionality and documented evidence of use. In the hardware architecture planned for 

implementing the safety functions of this proposal, two devices, well proven in systems and 

environments with high reliability requirements, are used together with a communication 

channel between them. These devices are the Automatic Identification System (AIS), and a 

Programmable Logic Controller (PLC). 

     2.2. IEC 61511. Standard IEC 61511 (IEC, 2016) has been implemented as an application 

of IEC 61508 to the process industry sector. According to this standard, in its first stage the 

safety life cycle assesses hazards and risks. The result of this assessment consists of a 



 
 

description of the safety functions required and the risk reduction associated to each function. 

In the second stage of the life cycle, these safety functions are assigned to "protection layers". 

Each layer consists of equipment and/or administrative controls that work in concert with the 

other layers of protection to control and/or mitigate process risk. 

 

 
Figure 2. Protection layers as methods of risk reduction.  

 

     Figure 2, based on standard IEC 61511, shows a diagram of the various layers of protection 

in risk reduction. The innermost layer corresponds to the reduction of risks considered in the 

conception and design of process control. Critical alarms are the next level of active protection 

and require operator intervention.  

Then, if a further reduction in the likelihood of the hazardous events is required, the layers 

called Safety Instrumented Systems (SIS) are added. These SIS layers, independent from the 

Basic Process Control System (BPCS), implement the safety instrumented functions. The rest 

of the layers correspond to systems and measures devised to mitigate damage when the accident 

has already occurred.  

     The E/E/PE system proposed would be placed between the two prevention layers, "Critical 

alarms and operator intervention" and SIS (Figure 2).  

     A Layer Of Protection Analysis (LOPA) (Summers, 2003; Stauffer and Clarke, 2016) could 

be performed to set the safety functions as an additional layer for reducing the risk of collision. 

It is necessary to consider what causes collisions, their probability of occurrence, how much 

risk reduction the existing layers represent, and what the required integrity level for the safety 

functions would be so that the level of risk is below a predefined threshold. If the tolerable risk 

is above the probability of the event, no additional reduction is required; but even in that case, 

it would be advisable to apply the safety functions to achieve a further reduction in probability 

of occurrence whenever they do not entail excessive costs (Melchers, 2001; FSA, 2014).  

 

3. E/E/PE SYSTEM. An E/E/PE system for safety functions comprises hardware components 

for input, logic and output. The proposed system includes as subsystems: an AIS station for 

Input/Output (I/O) operations (data acquisition and communication) and a PLC for logic (data 

processing). In an initial version, the AIS Class A station available on the ship can be used. In 

order to increase the availability and reliability of data and communications received, it will be 

necessary to analyse and evaluate the inclusion of redundant equipment in the system (Gamer 

et al., 2014). 
 



 
 

     3.1. PLC. It has been decided to use a PLC as a PE system as PLCs have input and output 

interfaces for all process signals, and for communications with other devices. They are robust 

machines of proven use in industrial environments and there are PLCs specifically designed 

for safety applications up to SIL 3, approved to comply with IEC 61508 standards (IEC 61131-

6, 2012). 

 

The PLC will be responsible for the following operations: 

 Receive from AIS, via digital interface, the messages with static and dynamic information 

of the own-ship and the targets and the binary messages sent by them. 

 Collect information from the OOW (alternatively called the Operator in this paper). 

 Perform the appropriate calculations. 

 Communicate the calculated data to own-ship OOW. 

 Send messages to the OOWs of the targets, using AIS as the communication channel. 

 Execute the implemented algorithms for dialogue and agreements between ships. 

Figure 3 reflects the structure of the planned architecture, derived from the general image of 

Figure 1. 

 

 
Figure 3. Current implementation diagram for safety functions.  

 

 

     3.2. AIS messages. Communication will be carried out by means of predefined messages 

exchanged between ships equipped with AIS stations. AIS is a Time-Division Multiple Access 

(TDMA) protocol-based communication system that uses Very High Frequency (VHF) 

channels to exchange navigation data. International Telecommunication Union 

Recommendation (ITU-R M.1371-5, 2014) describes two types of AIS: Class A used on large 

Safety Of Life At Sea (SOLAS) vessels and Class B, for smaller SOLAS vessels. AIS Class A 

stations are required for the development of this proposal. Studies on the reliability of data 

provided by AIS (Felski et al., 2015) show a high availability and integrity of dynamic 

information. Although the availability falls slightly for data on Rate Of Turn (ROT) and 

Heading (HDG) (Last et al., 2014), it could be improved by adding appropriate sensors to the 

AIS system. 

     There are 27 approved standard messages, shown in ITU-R.M 1371-5 (2014. Annex 8), of 

which the following are used in the implementation of the safety functions proposed here: 

 Messages 1, 2, 3 include dynamic position information. 

 Message 5, static ship data. 

 Message 6, binary data for addressed (non-broadcasted) communication. 

 Message 7, acknowledgment (ACK) of received message 6. 

In addition to the exchange of information via VHF channels, AIS stations use maritime digital 



 
 

interfaces and data communication standards for the exchange of data with other devices, 

systems or networks. This facilitates the visualisation and on board use of AIS information 

(Pietrzykowski et al., 2017). 

     Through these digital interfaces, the AIS of a ship communicates its own static and dynamic 

navigation data and receives the same from other ships through VHF channels. This digital 

communication is performed by sentences or Parameter Group Numbers (PGN) coded 

according to National Marine Electronics Association (NMEA) standards (NMEA 0183, 2002; 

NMEA 2000, 2015). For this proposal, the communications shown in Figure 4 are required. 

 

 
Figure 4. PE Communications.  

 

4. SAFETY FUNCTIONS. A number of collision alert systems and methods have been 

proposed, as well as e-Navigation methods for manoeuvring support (Goerlandt et al., 2015; 

Baldauf et al, 2011). With the same aim of collision prevention, but focusing on direct and 

immediate assistance to the OOWs in the compliance with COLREGs, the safety functions 

presented in this paper have two main objectives: 

 To assist in the early detection of ships located nearby own-ship, thus, improving the 

reaction time available for performing manoeuvres. The safety function called 

FS_DETECT is in charge of this goal. 

 To increase the probability of adequate manoeuvring for both, the own-ship and each 

target. This second safety function is called FS_MANOEV.  

     FS_MANOEV requires the establishment of communication between the PE systems 

(PLCs) of own-ship and the target involved in each manoeuvre. This communication will be 

used in two levels of agreements: 

 To check if the information handled by both PLCs fully agrees. A ship's PLC must 

communicate to the other PLC the information it has available. This second PLC will 

compare the received data with its own data and will answer whether it is in agreement 

with it or not. If there are differences between the data they handle, each PLC will notify 

the discrepancy to its operator. 

 To reach agreements between the two operators. The ship’s PLC will inform its operator 

of the possible manoeuvres, deduced from the available information. Then, it will wait 

for the operator’s decision. Next, it will transmit this decision to the other ship’s PLC and 

will wait until the latter communicates its operator’s response and sends his/her answer. 

 

     4.1. Safety Function FS_DETECT. From the static and dynamic information of own-ship 

and targets, FS_DETECT will calculate the bearing, distance, CPA, TCPA, and true speed 

relating own-ship to each target. It will show the operator the "visible universe": information 

of those targets that are in an area centred on own-ship with an established radius, and with 

CPA and TCPA lower than specified and adjustable safe values. 

     The safety function shall use as input devices the AIS systems installed on board, which 

shall provide static and dynamic information on own-ship and targets. This information is 



 
 

received through the standard messages 1, 2, 3 or 5, already mentioned. 

     4.1.1. Requirements. For this safety function, communication between the ship's AIS system 

and the PLC will be done through a digital interface and NMEA communication standards. In 

order to calculate bearing, distance, CPA and TCPA for each target, it is necessary for the 

safety function to receive the dynamic data from the own-ship and from the target with a very 

small time interval between them. Maximum waiting times should be established for 

communications, as well as the actions to be taken in case of exceeding those times. 

     The Human-Machine Interface (HMI) will display information about ships that, within the 

given radius, have CPA and TCPA values lower than the established safety values (CPASafe, 

TCPASafe) which depend on the type and dimension of each ship. These data will be updated 

within a set period of time. No further information about other detected ships will appear on 

the display, so as not to overload the operator with information non-relevant for safety (EU-

OSHA, 2009). From this HMI, the operator will be able to modify the values set for the radius, 

refresh period and safe values for CPA and TCPA. It will also include an acknowledgment 

field (ACK) to ensure that the operator is aware of the information being displayed. The PLC 

will store all received and calculated information in an external database. 

      4.2. Communication between PE systems. Communication between the PLC of the own-

ship and each of the targets will be carried out through the AIS stations, using standard 

messages 6 and 7. In a simplified way, communication will proceed according to the following 

steps (see Figure 5):  

 Own-ship PLC will write the information to be communicated to the target in an addressed 

binary message (message 6).  

 Own-ship AIS (connected to the PLC) will transmit the message to target AIS. 

 When the target's AIS receives the message, it will send an ACK (message 7) to the source 

AIS, indicating that the message has been transmitted.  

 Then, the PLC connected to the target AIS will read the received message, and the source 

PLC will read the ACK. If the message does not reach its destination, the source PLC will 

not receive the ACK. The waiting time between a PLC sending a message and receiving 

the ACK will depend on the number of retries and transmission intervals. A maximum 

waiting time must be set as a standard value. 

 
Figure 5. Sequence of PE-PE communication. 

 

Binary messages include a 16-bit application identifier, structured as shown in Table 1. 

 
Table 1. Application identifiers in message 6. 

bit  Description  

15-6  Designated Area Code (DAC). This code is based on the Maritime Identification Digits (MID). 

Exceptions are 0 (test) and 1 (international).  

5-0  Function Identifier (FI). The meaning should be determined by the authority which is 

responsible for the area given in the designated area code 

     The test application identifier (DAC = 0) should be used for testing purposes. The 



 
 

international application identifier (DAC = 1) should be used for international applications of 

global relevance. For this application, DAC = 0 can be used and the FI (6 bits) will be employed 

for codifying the messages that a PLC is going to send to other PLC. Up to 64 messages can 

be codified. 

     The binary messages that the PLC of the source ship will transmit to the PLC of the 

destination ship shall have as their purpose: 

 To start the communication or accept the communication request. 

 To check if the information handled by both PLCs fully agrees. This information includes 

the received values of the course and speed over ground, true heading and the calculated 

bearing, distance, CPA and TCPA. One PLC will send the information and the other will 

compare it with its own and will answer if it is equivalent or not. 

 To agree on the possible manoeuvres, calculated by the PLCs from the available 

information.  

 To transmit the established messages between the operators. 

 

     4.3. Safety Function FS_MANOEV. Depending on the distance, the CPA and the TCPA 

between own-ship and a target, three situations are defined: Safe, Prealert or Alert. 

 
𝑆𝑎𝑓𝑒:  𝐶𝑃𝐴 > 𝐶𝑃𝐴𝑆𝑎𝑓𝑒 (1) 

𝑃𝑟𝑒𝑎𝑙𝑒𝑟𝑡:  (𝐶𝑃𝐴 ≤ 𝐶𝑃𝐴𝑆𝑎𝑓𝑒) 𝑎𝑛𝑑 ((𝐷𝑖𝑠𝑡𝑎𝑛𝑐𝑒 ≤ 𝐶𝑃𝐴𝑆𝑎𝑓𝑒 ∗ 𝑃1) 𝑜𝑟 (𝑇𝐶𝑃𝐴

≤ 𝑇𝐶𝑃𝐴𝑆𝑎𝑓𝑒)) 

(2) 

𝐴𝑙𝑒𝑟𝑡:   𝑃𝑟𝑒𝑎𝑙𝑒𝑟𝑡 𝑎𝑛𝑑 (𝐷𝑖𝑠𝑡𝑎𝑛𝑐𝑒 ≤ 𝐶𝑃𝐴𝑆𝑎𝑓𝑒 ∗ 𝑃2) (3) 

P1 > P2 > 1.0, parameters that depend on the relative speed, the visibility and on the type and 

dimension of the vessels. Their values will be calculated by each PLC from the received 

dynamic and static data.  

     With the dynamic data (latitude, longitude and true heading) received from own-ship and 

from each target and with the calculated data for bearing, distance, CPA and TCPA, and 

according to the COLREGs (Part B - Steering and Sailing Rules), the PE system of each ship 

should be able to determine a close-quarters situation between the two ships, which is the stand-

on vessel and what is the correct action to be taken to avoid a possible collision. In case of 

Prealert, and after agreement between the ship's PE system and its operator, a dialogue must 

be established between both PE systems.  

     A close-quarters situation and the actions to be taken will depend, firstly, on the visibility 

conditions. Section II of COLREGs (1972) - Part B is dedicated to the conduct of vessels in 

sight of one another. Section III refers to the conduct of vessels in restricted visibility. As the 

decision on manoeuvring finally depends on the OOWs, it is necessary that they reach an 

agreement on whether the situation is one of reduced visibility or not, so as to apply the rules 

of Section III or Section II. It is therefore necessary to add to the HMI a field in which the 

OOW will establish whether there is good visibility or reduced visibility. Moreover, a further 

field to indicate whether there is radar detection or not is also called for.  

     In order to decide on the manoeuvre and which vessel must carry it out, account should be 

taken of rule 18, “Responsibilities between vessels”, as well as of rule 17, “Action by stand-on 

vessel”, in the case that the give-way vessel does not act as prescribed. 

    4.3.1. Requirements.  

 All possible close-quarters situations between two ships, contained in COLREGs 11 to 19, 

must be considered. 

 The manoeuvring messages to be communicated between the two ships involved (Own and 

Target) must be defined for each situation. 



 
 

 The messages indicating the manoeuvre, in addition to the messages for 

initiating/confirming communication between the PLCs of the two ships, and the messages 

for checking the matching of the information they handle, will be transmitted using the AIS 

standard message 6. An appropriate encoding will be included in the lowest six bits of the 

field Application ID.  

 Maximum waiting times should be established for communications, as well as the actions 

to be taken in case of exceeding those times. 

 It is necessary to define what the system should do in the following cases: 

o The information available on both ships is inconsistent. 

o There is no agreement between the operator and the manoeuvre suggested by the 

PLC of the own ship. 

o There is no agreement between operators regarding the manoeuvre to be performed. 

o Alert situation starts. 

 The most appropriate format for displaying messages on the HMI must be defined and 

standardised. 

 

     Figure 6 reflects the sequence of steps defined for the communication between the PE 

systems of own-ship and a target when entering a pre-alert situation, in order to reach 

agreements and reduce the risk of collision between both ships. It is developed following 

GRAFCET (GRAphe Fonctionnel de Commande des Étapes et Transitions) methodology 

(David, 1995; IEC 60848, 2013). The sequence will be replicated for each target detected in 

the visible universe of own-ship. It must include all possible states, the actions to be performed 

in each state and the transition conditions between them. 

     The initial step (Safe state) of the own-ship PE system is deactivated for one of two reasons: 

 It detects a Prealert situation with respect to the target and takes the initiative of the 

communication (right branch). 

 A message is received from the target (MSG_Ini), which indicates that the target has 

detected the Prealert situation (left branch). 

     Following the right branch, and the communication described in Section 4.2, own-ship PLC 

first displays the calculated manoeuvre and waits for the operator acknowledgement. Then it 

sends a message (MSG_Dyn_Data) to the target-ship's PLC to check if there is agreement in 

the information handled by both PLCs, and waits for the target-ship PLC’s answer. After that, 

it sends the message with the manoeuvre (MSG_Manoe) and waits for the answer of target-

ship operator. If there is agreement, it waits for the manoeuvre to be performed. The rest of 

steps deal with the different alternatives: delays, disagreements and alert situation.  

 

 



 
 

 
Figure 6. Sequence of steps of the dialogue between own-ship and a target PLCs. 

 

5. IMPLEMENTATION OF THE SAFETY RELATED SYSTEM  

     5.1. Software design of safety functions. Principles and techniques for coding and 

verification of software identified in IEC 61508 (2010) apply to the implementation of a safety-

related system as proposed here. Part 7 - Annex C includes recommendations on Coding 

techniques, including code intelligibility, a modular approach and encapsulated information, 

use of proven / verified software elements and suitable programming languages. It also covers 

software verification techniques, including data analysis and recording, interface and limit 

values tests, assumption of errors, data flow analysis and process simulation. 

     The safety functions are programmed using languages that comply with IEC 61131-3 (John 

and  Tiegelkamp, 2010;  Estévez et al., 2009). This standard defines the basic programming 

elements and rules for PLC programming languages. The Program Organisation Units (POUs) 

consist of encapsulated modules of small size, each with a particular task that must be well 

defined and documented.  

     A list with 28 different manoeuvres has been defined, deduced from possible close-quarter 

situations, priorities and visibility conditions. The source PLC transmits the calculated 

manoeuvre using the AIS addressed binary message 6. This message includes the identification 

of the source and destination ships, that is, their Maritime Mobile Service Identity (MMSI) 

and, as binary data, only the number of the manoeuvre’s order in the list (1...28). The 

destination PLC receives the message with that number and presents the associated manoeuvre 



 
 

on its HMI. 

     Module checking and integration tests should be carried out, following, for example the V-

model (Mathur and Malik, 2010; Deuter, 2013; Lloyd and Reeve, 2009) accepted by the 

functional safety standards. 

     5.2. Testing and integration. A first version of the software modules for the described safety 

functions has already been developed. At present, it is being checked with simulated ship 

movements and communications, and with a basic HMI. A potential test follows, with data 

extracted from Katre-Statengracht, 2014. 

 

 
Figure 7. Initial data inputs (2 ships). 

 

     Figure 7 shows the initial data for two ships (KATRE and STATEN). The manoeuvres can 

be performed by varying the ordered courses (angles) or speeds. The models for the simulation 

of movements have been programmed following the standard ISO 11674-A (2006).  

     Figure 8 shows the values calculated by the corresponding POUs executed in the PLC of 

each ship from the AIS received dynamic positions. On the bottom left, the text with the 

calculated manoeuvre when STATEN PLC have detected pre-alert. If the OOW taps OK, it is 

transmitted and KATRE PLC will display the message shown on the bottom right. The 

manoeuvring text includes ships names, visibility conditions, close-quarter situation and the 

COLREGs rule to apply. Messages are inspired by standardised phrases, which must be 

understood by all OOWs. With these written messages and data, errors of pronunciation or 



 
 

mistakes in their meaning would be avoided. 

 

 
Figure 8. Dynamic data and manoeuvring messages when pre-alert (2 ships). 

 

A special message will be displayed in both ships if the alert distance is reached by one of 

them, indicating that both vessels must manoeuvre. 

 



 
 

 
Figure 9. Dynamic data and manoeuvring messages when alert (2 ships). 

 

     Other messages (apart from manoeuvring) have been defined, associated to different steps 

in figure 6: dynamic data handled by both PLCs are non consistent, there is not agreement 

between OOWs, an OOW doesn’t answer, etc.  

More software testing and HMI enhancements are currently underway. The next step will be 

to perform integration with the hardware (PLC+AIS) and validation tests.  

 

6. CONCLUSIONS. Safety functions are being developed with the aim of reducing the risk of 

collisions between two ships (own-ship and each of N targets) due to errors in collision 

avoidance manoeuvres. For this purpose, the functions are in charge of generating an alarm 

event and identifying the type of dangerous encounter and suggest the manoeuvre to be 

performed, all of it always in compliance with COLREGs. The system needs to establish a 

reliable and unambiguous communication between the two ships involved, seeking to reach 

agreements at two levels: 

 Agreements between PE systems, which ensure that both have the same dynamic 

information and the same calculated manoeuvre. 

 Agreements between operators, which ensure that both accept (or not) the calculated 

manoeuvre.  

     The novelty of this proposal lies in that, for the first time, a system allows the user to know 

if both OOWs agree or not on the manoeuvres to be carried out. This makes it possible to act 

accordingly, since if a discrepancy arises, the safety margins can be increased and the wrong 

decision properly identified. 

     It should be noted that the programming of the safety functions is carried out following 

basic principles of the functional safety regulations for software and that the final 

implementation will require only a PLC connected to AIS class A of each ship. The planned 

system does not interfere with the operation of the ship under normal conditions and it does 

not entail an excessive cost. An ulterior emphasis must be placed on the improvement of the 

reliability of AIS transmissions, which may be directly affected by, among others, the use of 



 
 

unsecure channels. 

     In a later stage, once the ship-to-ship encounters have been properly delimited, the multi-

vessel encounters will be studied. This scenario is significantly more difficult to resolve (Wen 

et al., 2015). The E/E/PE structure used here seems suitable, but the safety functions will need 

to be adapted to this new multiple scenario, always counting on the experience gained from the 

ship-to-ship case development. 
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